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PERSONAL PROFILE 

Experienced IT security consultant with extensive expertise in information security management, risk management and IT 

compliance, specializing in the implementation and optimization of security strategies according to ISO/IEC 27001 and 

other security standards. Extensive experience in conducting security audits, developing security architectures and leading 

projects to improve network security and infrastructure. Strong skills in working with stakeholders to develop customized 

security solutions and ensure their effective implementation. 

 

mailto:Armin@agadner.com
https://www.argana-consulting.at/
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SKILLS 

• Senior IT Security Consultant  

• Certified ISB/CISO/ISO 

• Certified data protection auditor (GDPR) 

• Auditor according to DIN ISO 19011 

• Risk management ISO/IEC 27005 

• IT Service Management ITIL V3 

• Senior Project Manager 

 

COMPETENCIES 

• Information Security 

Development of an information security management system (ISMS) including organizational structure, ISMS 

documentation (guideline, directive, detailed technical concepts), risk management, technical and organizational 

measures, determination of protection requirements, modelling and architecture, basic security check and preparation 

of company agreements.  

 

• Data Protection Management (GDPR)  

Setting up a data protection management system (DPMS), carrying out audits for GDPR-relevant processing, creating 

data protection documentation (guidelines, register of processing activities, erasure concepts, privacy by 

default/design), processing data protection incidents, risk analyses and data protection impact assessments (DPIA) as 

well as creating company agreements. 

 

• Security Infrastructure 

Analysis, design and development of security architectures and infrastructures including detailed concepts, 

implementation of network access controls (NAC, VPN, MPLS, Internet) as well as support and follow-up of penetration 

tests and audits. 

 

• System Management 

Provision of a system management platform for installation and configuration, including CMDB (Change Management 

Database), configuration and patch management, operational and security monitoring, backup and disaster recovery, 

reporting, documentation and compliance. 

 

• Project Management 

Project analysis, planning and conception, cost calculation and contract design with external service providers, project 

coordination and controlling. 

 

• Management responsibility 

Department management, budget and annual planning, project planning and implementation, service design and price 

calculation as well as management of service contracts and control of external service providers. 

 

 

 

 

 

 


